
Shree Academy was found in 2012 with the mission of 
providing best quality Computer Education and 
International Language Coaching to all classes of 
people at a very reasonable fee structure. Thousands 
of students have already got trained professionally and 
made their career successfully in the past.

About Shree Academy

ETHICAL HACKING
COURSE BROCHURE

Course Content
This course will significantly benefit security 
officers, auditors, security professionals, site 
administrators, and anyone who is concerned about 
the integrity of the network infrastructure. This class 
will immerse the student into an interactive 
environment where they will be shown how to scan, 
test, hack and secure their own systems. The lab 
intensive environment gives each student in-depth 
knowledge and practical experience with the 
current essential security systems. Students will 
begin by understanding how perimeter defenses 
work and then be lead into scanning and attacking 
their own networks, no real network is harmed. 
Students then learn how intruders escalate 
privileges and what steps can be taken to secure a 

system.

TM

Join the Best Ethical Hacking Training Institute to Learn from Experts. Enrol in 
our Ethical Hacking Course & Classes for a Successful Career. Also Get Online 

Verifiable Certificate and Job Placement Assistance

About Course

Our Facts and Figures
15,000+
Students Trained

90+
Courses Offered

2,000+
Students Placed

100+
Company Tie-ups

Why Shree Academy?

We provide
personal coaching

Training by
Expert Faculty

100%
Job Assistance

Online Verifiable
Certificate

Free Online
Material Access

Theory + Practical
Study Approach

+91 99740 42129  |  +91 81550 62129

3rd Floor, Harbhole Complex, Nr. HP Petrol Pump, University Road, Rajkot.
4th Floor, Plus Point, Opp. Blue Club, Dr. Yagnik Road, Rajkot.

www.shreeacademy.net.in

2 Months
60 Hours Approx.

► Principles of Hacking & Legal Parameters
► Viruses, Trojans, Malwares Attacks
► Foot printing , Enumeration, Scanning, Sniffing
► SQL Injection, DOS Attacks, Session hijacking
► Web Applications and Web Servers attacking
► IoT and Cloud Attacks and Defense Mechanisms
► Mobile & Wireless Networks Hacking
► Firewall, IDS and honeypot evasion techniques
► Cryptology, Analysis, Logging and Audit
► Project & Portfolio


